　互联网宗教信息服务技术保障措施说明（微信公众号版）

（范本仅供参考，请根据实际情况填写）

鉴于目前微信公众号的服务器以及所有的技术保障皆由腾讯官方技术团队保存和提供及支持，故本技术保障措施仅对电脑端以及硬件方面作出说明。

一、为防范恶意程序攻击，相关计算机应设置防火墙，保障计算机正常运行。

二、在计算机上安装相应的防病毒软件，对计算机病毒、有害电子邮件有整套的防范措施，防止有害信息对电脑的干扰和破坏。

三、关闭公众号暂不使用的服务功能及相关端口，并及时用补丁修复系统漏洞，定期查杀病毒。

四、计算机平时处于锁定状态，并保管好登录密码。后台管理界面设置超级用户名及密码，以防他人登入。  
 五、对相关计算机定期进行电力、防火、防潮、防磁和防鼠检查。